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Abstract— In transmission from peer to peer wireless ad-hoc 

network, several customary algorithms such as 

probabilistic, counter, distance and location based schemes 

are being used as a method of broadcasting information 

from one node to another. These conventional algorithms 

are not capable of eradicating the data redundancy 

problem. This study proposes a new technique of merging 

the traditional algorithms to absolutely eradicate the data 

redundancy problem in such networks. However, the 

merging of counter and location based scheme with the 

distance based method can reduce the unnecessary re-

transmission of information but it does not deal with the 

major flaws like contention and collision problems. The 

proposed technique also merges the Code Division Multiple 

Access (CDMA) and Orthogonal Frequency Division 

Multiplexing (OFDM) to address the aforementioned 

problems. Here, data is encrypted by using CDMA 

technique where each data is assigned an individual 

spreading code and these data bits are encoded with their 

respective codes. These encoded data signals are then 

multiplexed to form a CDMA signal and transmitted by 

using OFDM technique where several closely spaced 

orthogonal subcarriers are used to carry the signal. The 

proposed integration technique offers a significant 

improvement in data broadcasting in terms of collision, 

contention and security.  
 

Index Terms— Broadcasting Protocols, Redundancy, 

Contention, Collision, CDMA, OFDM 

I.  INTRODUCTION 

In wireless networks two or more computer or network 

devices can communicate each other without any wired 

connection using standard protocols. An ad-hoc or 

peer-to-peer wireless network consists of a number of 

nodes, each equipped with a wireless networking 

interface card [1]. It can be easily constructed with low 

cost since wire line infrastructures need not to be 

installed. 

   Nodes in a mobile ad-hoc network are free to move 

and arrange themselves in a random manner. The  path  

between  each  pair  of  nodes  or  users  may  have 

several   links   and   the   radio   between   them   

can be heterogeneous. Mobile ad-hoc networks can be 

used in some business atmosphere or it can also be used 

to provide crisis management services applications, as 

in disaster recovery, where the total communication 

infrastructure is demolished and restoring 

communication quickly is vital. By using a mobile ad-

hoc network, an infrastructure could be set up in hours 

instead of weeks, as is required in the case of wired 

communication [2]  

  Broadcasting is a common mechanism to transmit the 

message in wireless ad-hoc network. It means spreading 

a message to all the nodes in the network. Flooding is 

traditionally used for broadcasting. According to this 

technique, every node sends the broadcasted message to 

its neighbors after receiving it for the first time. This 

approach is reliable, but as the probability of multiple 

requests at the same time for channel access becomes 

very high, it dramatically increases the number of 

collisions, and gives a lot of dropped packets as well as 

results in a high overload in the network [3] 

   Initially redundancy was the main flaw in wireless ad-

hoc network which means unnecessary retransmission of 

data. Several algorithms including the probabilistic 

scheme, the counter based scheme, the distance and 

location based schemes were proposed to address the 

redundancy problem in flooding technique [4].These 

schemes were able to reduce the redundancy in the 

network but could not eliminate it completely [5]. From 

here merging concept came to address the redundancy. 

This merging concept of the conventional algorithms can 

provide the complete solution to the data overload 

problem but it cannot give the solution to remove 

contention and collision. [6]. Moreover, It cannot provide 

any data security and consumes a great amount of time 

for transmission [7]. In this new scheme, a novel model 

is proposed to merge the code division multiple 

access(CDMA) and orthogonal frequency division 

multiplexing (OFDM) techniques to address the 

aforementioned problems. Multi Carrier CDMA (MC-

CDMA) spreads information from each data symbol over 

all tones of an OFDM symbol. At first glance, it is 

paradoxical to combine CDMA, which tries to spread a 

signal over a very large bandwidth, with multicarrier 

schemes, that try to signal over a very narrowband 

channel. However, the two methods can actually be 

combined very efficiently under certain circumstances. 

The uncoded OFDM has poor performance, because it is 
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dominated by the high error rate of subcarriers that are in 

fading dips. Coding improves the situation, but in many 

cases a low coding rate – i.e., high redundancy is not 

desirable. By spreading a modulation symbol over many 

frequencies, MC-CDMA becomes less sensitive to fading 

on one specific frequency and thus exploits the frequency 

diversity of the channel.[8] The proposed method, 

however, avoids the MC-CDMA technique to avoid any 

contradiction; rather it uses the CDMA-OFDM technique 

where a CDMA signal is transmitted using different 

orthogonal subcarriers. 

    Originality of this work is-the integration of different 

multiplexing technique are uniquely conducted and 

likewise the performance analysis of the merged 

schemes in terms of major problems like redundancy, 

contention, collision, time consumption and data 

security is distinctively approached. 

     The paper is  organized as follows. In Section II, the 
network model is briefly discussed. In Section III, 
Related works are reviewed in greater details.  In 
Section IV, the merging techniques are proposed.  In 
Section V, the performances of all merged techniques are 
analyzed and finally in section VI, conclusions are 
drawn. 

II. RELATED WORKS 

There are several schemes that deal with the reduction of 
the redundant rebroadcast and differentiate the timing    
of rebroadcast to compensate the broadcast storm. These 
schemes differ in how a host assesses redundancy and 
how it accumulates knowledge to assist its decision. 
These schemes are known as the probabilistic, counter 
based, distance based and location based scheme 
respectively. The probabilistic scheme is based on the 
probability based rebroadcasting. Here, a node 
rebroadcasts a message with a probability P on receiving 
the broadcast message for the first time. If the message 
received is already seen, then the node drops the 
message irrespective of whether or not the node 
retransmitted the message.  But this scheme becomes 
equivalent to flooding if the value of P turns into 1 [9]. 
The counter based scheme comes up with a better 
solution in this regard. Here, the rebroadcasting of a node 
can be prevented when the expected additional   
coverage   of   the   host’s   rebroadcast becomes too 
short. Specifically, a counter c is used to keep track of 
the number of times the broadcast message is received. A 
counter threshold C is chosen. Whenever c ≥ C, the 
rebroadcast is inhibited. The distance based scheme uses 
the relative distance between nodes to make the 
rebroadcast decision instead of using a counter. A 
threshold distance is used as the reference value for the 
additional coverage area. If the relative distances of the 
nodes are small compared to the threshold, the 
retransmission is restrained to provide better reach-
ability [4]. Otherwise, the received message is stored 
and the node initiates a Random Access Delay (RAD) 
timer. Redundant messages received before the expiry 
of the timer are also stored. When the RAD timer 
expires, the node calculates the distance between itself 
and the neighbor nodes that previously broadcast the 
particular message. If any such neighbor node is closer 
than the threshold distance, the message is dropped. 
Otherwise, it is transmitted [9]. The location based 

method is a revolutionary step to reduce the broadcast 
storm. In this case, the locations of the broadcasting 
nodes are determined to estimate the additional 
coverage more precisely. Whenever a node initiates or 
rebroadcasts a message, the node puts its location 
information in the message header. The receiver node 
calculates the additional coverage area that would be 
obtainable if it were to rebroadcast. If the additional 
coverage is less than a threshold value, all future 
receptions of the same message will be stopped. 
Otherwise, the RAD timer is started. Once the timer 
expires, the node considers all the reserved messages and 
recalculates the additional obtainable coverage area if it 
were to rebroadcast the particular message. If the 
additional obtainable coverage area is less than a 
threshold value, the reserved messages are dropped. 
Otherwise the message is rebroadcast. Such as GPS 
receivers. [10]  
 The performance analysis of the above method depicts 

that these methods behave like the flooding technique at 

some specific situations. The location based method has 

the best reach-ability and the best rebroadcast saving 

technique [4]. However, none of these schemes are 

able to stop the unnecessary rebroadcast of nodes 

completely. Then the merging concept came. The 

merging of the conventional counter and distance 

based methods, offers a high reach-ability and saves the 

number of rebroadcast compared to the individual 

counter or distance based methods. However, it is not 

much efficient in removing the redundancy. The merged 

distance and location based scheme appears as an 

excellent solution in this regard. This scheme provides a 

zero redundancy during the broadcast procedure. It 

decreases the number of rebroadcast in comparison to 

the first merged scheme yet offers an optimal reach-

ability since it ensures that a complete inter-transmission 

among the nodes is held and the transmitted packet 

reaches its destination promptly. However none of these 

schemes are capable of solving the problems like 

contention, collision and data security. In this paper, 

CDMA and OFDM are integrated to come up with a 

solution to this problem. 

III. NETWORK MODEL 

 The Network Model is fully decentralized type of 

wireless network concentrating on Omni directional 

network connectivity. The network is ad hoc because it 

does not rely on a pre-existing infrastructure. In this type 

of network connectivity every node is routing & 

forwarding data packets dynamically instead of single 

node in a particular centralized network. 

In the proposed method, the code division multiple access 

(CDMA) and orthogonal frequency division multiplexing 

(OFDM) techniques are merged to address the 

redundancy, contention and collission problems. In this 

technique, several nodes are considered which would 

transmit and receive the data packets. Here, the data is 

encrypted by using the CDMA technique. An individual 

spreading code is assigned to each data and these data 

bits are multiplied with their respective codes. These 

multiplied data are added together to form a CDMA 

signal. The CDMA signal is then transmitted over the 

communication channel by using OFDM technique. The 
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primary advantage of OFDM over single-carrier schemes 

is its ability to cope with severe channel conditions (for 

example, attenuation of high frequencies in a long copper 

wire, frequency selective fading due to multipath) 

without complex equalization filters. Channel 

equalization is simplified because OFDM may be viewed 

as using many slowly-modulated narrowband signals 

rather than one rapidly-modulated wideband signal. The 

low symbol rate makes the use of a guard 

interval between symbols affordable, making it possible 

to handle time-spreading and eliminate inter symbol 

interference (ISI). 

From the experiment, the average transmitting time for 

single carrier and multiple orthogonal subcarrier 

transmission methods are compared in case of both single 

hop and multi hop (uses several intermediate nodes 

before destination) transmissions. It is observed that for 

both the cases, the average transmitting time is less for 

OFDM system which is a great advantage over the 

conventional single carrier method. The usage of CDMA 

and OFDM technique provides a solution for contention 

and collision problems. Contention problem arises when 

there is a very few number of channels available for a 

huge amount of separate data packets. Since in CDMA, 

all the separate signals are entangled together to form a 

single CDMA signal, the contention problem is mitigated. 

By using the OFDM technique, chances of having any 

collision are diminished as different mutually 

independent sub-carriers are used to transmit data. This 

paper proposes a novel idea for designing a protocol for 

the ad-hoc networks. The complete data analysis is done 

by using MS Excel. A network simulator could be 

implemented on the basis of this protocol which is an 

important future focus of this work.  

 

IV. MERGED BROADCASTING TECHNIQUES 

The previous works have demonstrated that the distance 

based method provides better reach-ability while it does 

not have much efficiency in saving the number of 

rebroadcast. On the other hand, the counter based scheme 

increases the number of saved rebroadcast and hence 

reduces redundancy but due to the usage of counter 

threshold, its reach-ability becomes poor. Here, at the 

first section, both of these schemes are merged to bring a 

balance between the reach-ability and transmission 

overhead. 

A. Merged Counter and Distance Based Schemes 

In this technique, firstly, some arbitrary broadcasting 

nodes are defined with their co-ordinate points which are 

shown in table I. Then the distances among all the nodes 

from each other are calculated. A distance threshold 

value is defined to help create the neighbor list of each 

node [5]. The sending and receiving nodes are defined 

then. According to this algorithm, initially, the neighbor 

lists of both of these nodes are determined. Then the 

sender broadcast the message to its neighbors. If the 

receiving node is present at the neighbor list of the 

sender, then it receives the sent packet at the first 

transmission and sends an acknowledgement to the 

sender. The sender then receives this acknowledgment 

and stops broadcasting. Therefore, it is seen that the 

single hop broadcasting is a very simple process. But, if 

the neighbor list of the sender does not contain the 

receiving node, the broadcasting becomes a multi-hop 

procedure. Here, a counter value (initially zero) is 

defined for all the nodes. After the first transmission 

from the sender, these counter values of the neighboring 

nodes are increased to 1. Then the distance of these 

nodes from the sender is measured by using the 

following formula. 

           Distance, D  √(  -   )
 
 (  -   )

 
            (1) 

Once all the distances are measured, they are compared 

and the node at the highest distance is found out [Fig 2]. 

This node is set to rebroadcast the packet. If the receiving 

node is present in the neighbor list of this highest 

distance node, then the sender receives an 

acknowledgement and halts broadcasting. Otherwise, the 

distance measurement process is held again and 

accordingly a second highest distance node rebroadcasts 

until the recipient node or its immediate neighbor is 

found. If the immediate neighboring node of the 

recipient is found in this process, then this node is set to 

rebroadcast the packet so that the receiving node acquires 

it and sends acknowledgment and eventually the 

broadcasting process comes to an end. In this process, the 

counter value of the non- receiving nodes are kept 

increasing at each of the re-transmission step to find out 

the number o f  r ed u nd a n t  b ro ad cas t . The highest 

distant node is used for rebroadcast so as to achieve a 

better reach-ability. That’s  how  a  balance between  

both the  conventional  counter  and  distance  based 

schemes is maintained and a better  performance  and  

reliability is achieved. 

The following example illustrates this model in details. 

Using Microsoft Excel, different data for different nodes 

are considered and the broadcasting technique is analyzed 

according to this algorithm.  10 different nodes are used 

for the analysis. The following figure shows these nodes 

with their corresponding co-ordinates. The distance of the 

nodes from each other (shown in table II) is calculated 

by using the formula given by the equation 1. A threshold 

distance value of D=9 is set to find out the neighbor list 

of each node (shown in table III). The distance values 

found in figure 2 are compared to this threshold and any 

value greater than 9 is disregarded (set to zero) which 

means the nodes with a distance below the threshold is 

considered as the neighbor of the node from which the 

distance is being calculated. 

Table I:  Nodes with their co-ordinates 

 
 

Table II : Distance among the nodes 
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Table. III: Distance among nodes after comparing with 

the threshold 

    
Table. IV: Neighbor list of the nodes 

 

 
Table. V: Broadcasting procedure by using merged 

Counter and Distance based scheme 
 

 
Table IV depicts the neighbor list of each nodes 

determined on the basis of threshold value. From this 

figure it is evident that if any node of the first column 

is taken as the reference, its neighbor list consists of 

the nodes at its corresponding row. For example, 

neighbor list of B is F and similarly for D the list will be 

A, F, H & I. 

Table V presents a scenario where the sending and 

receiving nodes are A and B respectively. At the first 

step, the neighbors of both the nodes are determined. 

From figure 4, it is found that the neighbors of sender 

A are C, D, E, H, I, J and the only neighbor of receiver 

B is F. According to this algorithm initially sender A 

broadcasts the packet to its neighbors. The neighbors 

receive the packet and increase their counter value to 1 

since the recipient B is not present in A’s neighbor list. 

Then for providing better reach ability the highest 

distant node from A among its neighbors is calculated. 

From Fig.3 it is apparent that C has the highest distance 

from A in comparison to D, E, H, I& J. Therefore C 

rebroadcasts the packet now to its neighbors and the 

initial broadcast to rest of the neighbors of A is 

considered as redundancy. So, the redundancy count is 

5 in this case. . The neighbor list of C is found to be A, 

E, H, I, J. Since A is the sender, the counter values of 

rest of the nodes are increased to 2. Since the receiving 

node or its neighbor i s  n o t  f o u n d  at this stage, all 

the sent packets (except A) will be redundant in this 

step. Therefore the number of redundancy is 4 in this 

case. Hence, the second highest distant node D in 

sender A’s neighbor list is determined and the same 

rebroadcast procedure is followed. At D’s neighbor list, 

F is found which is eventually the neighbor of recipient 

B. Therefore the packets received by the rest of D’s 

neighbors (except the sender A) will be redundant in 

this case with a redundancy count of 3. Now, node F is 

set to rebroadcast the process so that the recipient B can 

receive the packet. No redundancy is encountered here. 

Therefore, the final path from sender A to B is 

determined to be A-D-F-B. 

 

B. Merged Distance and Location Based Schemes 

 

The working process in this scheme is similar to the 
scheme discussed in the earlier section. Here as well, 
some arbitrary nodes are defined and the distance among 
these nodes are measured and the neighbor list is created 
using a distance threshold value. The main difference in 
this case is that, we don’t use any counter value here. 
Instead, the location of the nodes is updated and track 
of their neighbors are kept. This neighbor list is 
continuously analyzed during the broadcast procedure 
until the recipient or its neighbor is found. Firstly, the 
neighbor list of the sender and receiver is determined. If 
at this stage, a common neighbor between them is 
obtained, the sender broadcasts the packet to this 
neighbor which rebroadcasts to its receiver. Otherwise, 
the sender’s neighbor list is analyzed to determine the 
highest distant node from that. This node then 
determines its own neighbor list and check if the recipient 
or any of its neighbors is present in that list. If yes, the 
packet is broadcasted and sent to the recipient via its 
neighbor, else, a second highest distant node is found out 
and the procedure is repeated. It is notable that in this 
scheme, only recipient or its neighbor participate in the 
broadcast procedure since the packet transmission is 
held only when a route to the receiving node is obtained. 
In case of other nodes, the packet is blocked during 
broadcasting which enables this technique to absolutely 
eradicate redundant transmission while maintaining a 
high reach-ability. 
 Fig. 1 portrays two scenarios where C and B are the 

senders and D & C are the recipients in the 1
st 

and 2
nd

 

scenarios respectively. The nodes and distances defined 

in table I, II and III are used in this scheme as well and 

consequently the same neighbor list of table IV is 

obtained. 

 

 
Fig.1. Broadcast Procedure by merging of Distance and 

Location based scheme 

 

According to these scheme, initially the neighbor list of 
sender C is determined which is found to be A, E, H, I, J. 

Then for the first scenario the neighbor list of receiver D 
is extracted which is A, F, H, I, J. This list is analyzed to 
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check if the sender C or any of its neighbors is present 

there. Since there are 4 nodes (A, H, I, J) which are 
common between the sender and receiver, the distance 
of these neighbors from C are calculated.  As J is the 
highest distant node in this case, C now sends the 
packet to J which then rebroadcast it to the receiver D. 

Here, the highest distant node is considered so that a 
high reach-ability of the packet could be obtained. That’s 
how we obtain a transmission path from the sender C to 
the receiver D which is C-J-D. In case of all the other 
neighboring nodes of sender, C, the transmitted packets 
are blocked. Therefore, the number of redundancy is zero 

and since it uses only one node in between the sender 
and receiver, the number of rebroadcast is only one. The 
second scenario can also be illustrated in a similar 
fashion. Here, the neighbor list of Sender B and receiver 
C are extracted. Then node B’s only neighbor F analyses 
its neighbor list (B, D) to check if C or any of its 

neighbor is present there. Since nothing is found, the 
neighbor list (A, F, H, I, J) of D is checked and B is 
ignored (since it is the initial sender). Here, some 
common nodes (A, H, I, J) with recipient C are obtained 
and hence the highest distant node from D is calculated. 
According to table III it can be seen that F is the 

longest distant node from D, but since this is already 
present in the path, a second highest distant node H is 
determined. As H is a neighbor of C, the broadcast path 
is obtained as B-F-D-H-C. This means the number of 
rebroadcast is 3 since there are three nodes in between 
the sender and recipient. 
 

C. Merging of CDMA and OFDM Techniques 

The schemes discussed so far are only to deal with the 

data redundancy problem and they are not able to 

provide any solution in handling collision in a 

contention based system. The aforementioned techniques 

are vulnerable even in terms of data safety. These 

observations prompt the idea of the merging scheme of 

different multiplexing and multiple access techniques 

(OFDM and CDMA). 

 

In the proposed scheme, the same 10 nodes are 

considered here as well (depicted in table I). These nodes 

transmit and receive the data packets among each other. 

Here, the data is encrypted by using the CDMA 

technique. As mentioned earlier, an individual spreading 

code generated by a pseudo noise or pseudo random noise 

generator is assigned to each data and these data bits are 

multiplied with their respective codes. These multiplied 

data are multiplexed to form a CDMA signal which is 

transmitted over the communication channel. At the 

receiving end, only the destination node or receiver will 

have their respective pseudo code to extract the data 

packet by using a channel decoder.  By these, the data 

security is ensured.  

 

CDMA allows multiplexing technique where a single 

channel is occupied by multiple signals at the same time. 

Here communicating channel will be divided into several 

numbers of channels that adopt Orthogonal Frequency 

Division Multiplexing (OFDM) technique where each of 

the channels contains the CDMA encoded signal. OFDM 

technique is used to ensure higher data accessibility and 

to improve the quality of transmission and also it ensures 

maximum utilization of the medium. In case of mobility 

the nodes, the process will be repeated from the 

beginning and handover will be done in order to ensure 

that the current process is uninterrupted. The merging of 

CDMA and OFDM working procedures are given below: 

 

For CDMA, for each of the single node is assigned the 

Device ID (shown in table VI). As for example for node 

A and B the ID’s will be 000  and 00 0 respectively. 

 

Table VI: Device ID of the each node 

 

 
 

The CDMA codes have to be nearly orthogonal and the 

cross- correlation of any of these two codes have to be 

zero, they must be pseudorandom in nature and the dot 

product of a code scaled by the order of the code must be 

equal to 1. For forming a simple CDMA signal a 

spreading code of order 4 is chosen. Two data signals 

are chosen such as:  

M1 (t) = +1-1+1 

M2 (t) = +1+1-1 

Signal 1 has spreading code: C1 (t) = -1-1+1+1 

Signal 2 has spreading code: C2 (t) = -1+1+1-1 

The following steps illustrate the procedure of forming a 

CDMA signal which is shown in fig. 2.  

 
Fig. 2.Steps to form a simple CDMA signal 

 

According to the CDMA principle, for a data bit of 1, 

the spreading code itself is transmitted whereas for data 

bit of 0 the code is inverted. Initially the data signal 

M1(t) is multiplied with the spreading code C1(t) for 

encoding the data. Here, the time period of each bits of 

signal M1(t) is Tb. The complete 4bit spreading code is 

multiplied with each of the individual bits of the data 

signal to provide a output of [T1(t) = M1(t)*C1(t)]. 

Same procedure is applied for signal M2(t) where it is 

encoded with C2(t) to come up with a output of [T2(t) = 

M2(t)*C2(t)]. These encoded signals T1(t) and T2 (t) are 

then added together to obtain the desired CDMA signal 

[S(t) = T1(t) + T2(t)]. 
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Fig.3. Decoding steps at the receiving end 

 

The individual data packets are then extracted from this 

signal by using de-encryption method. The decoding 

steps at the receiving end are shown in fig. 3. 

To obtain the first data signal M1(t), the CDMA signal 

S(t) is multiplied with the spreading code C1(t) of that 

signal. The resulting outputs of [S(t)*C1(t)] are 

integrated over 0 to Tb to obtain a signaling sequence of  

+4 -4 +4. By dividing these by the order of the spreading 

code, 4, the first data signal M1(t) is obtained where, 

M1(t) =+1 -1 +1. Similarly, the second data signal M2(t) 

is obtained by multiplying the CDMA signal S(t) with 

the second spreading code C2(t) and integrating the 

resulting outputs over the total time period Tb and 

dividing by the spreading code order. In the last part of 

figure 8 the data security of CDMA is depicted. Here, 

instead of C1(t) and C2(t), the CDMA signal is 

multiplied by an arbitrary random spreading code +1-

1+1-1. The integrated resulting outputs of this operation 

end up in an outcome of 0 0 0. This indicates that if an 

intruder spreading code is used to extract the 

information, a sequence of zero is obtained instead of the 

original bits. Therefore, the information security is 

ensured. 

 

The CDMA signal is transmitted in two different ways. 

The 1
st
 method uses a single carrier to transmit the signal 

whereas we use OFDM technique in the 2
nd

 method. 

Here, the signal is transmitted by using 5 closely spaced 

orthogonal subcarriers. The CDMA signal is divided 

into several parallel data streams, one for each sub-

carrier which is modulated with a conventional 

modulation scheme (such as Quadrature Amplitude 

Modulation or Phase Shift Keying). The symbol rates of 

the data streams are kept low and it is ensured that the 

total data rate is equal to the data rate of conventional 

single carrier transmission method. [6] After passing 

through the OFDM transmitter block, the CDMA signal 

is received at the receiving end. As mentioned earlier, 

the individual data packets are then extracted from this 

signal by using the de-encryption method.  

 

Now, for previously used 10 nodes, from table III, the 

time between two nodes is measured by the following 

formula and the time measurement table is formulated in 

figure 9. 

                                                                               (2) 

Where,   = distance between two nodes 

               = Required time  

               = Velocity of light = 3x10^8 m/s 

Table VII. Time measurement table 

 
From table VII, it can be seen that for each and every 

single node, average time is also calculated by adding all 

the individual time required between two nodes which is 

then divided by the total number of neighbors. 

Table VIII. Round Trip Time Table 

 
For complete transmission of a single packet within a 
network, it is also necessary to consider the 
acknowledgement time along with travel time from a 
specific source to a specific destination [11]. Therefore, 
The Round Trip Time is calculated for every node by 
doubling the individual required time and then get the 

average Round Trip Time. The round trip time table is 
shown in table VIII. Thereafter, the two scenarios (single 
hop and multi hop) are represented and data is manually 
analyzed to demonstrate the merged CDMA-OFDM 
technique. 
 

For a single transmission from the source to destination 
node, the total data size is assumed to be 1000 Megabit 
(Mb) and the size of each of the packet is assumed to be 
10 Mb. Therefore, for a single channel transmission, the 
number of packets will be 100 whereas for transmission 
using 5 orthogonal subcarriers (channels), the packet 

number will be 20 for each of the subcarriers. According 
to the definition of OFDM, the date rate is assumed as 20 
Mbps for both single and multicarrier transmission. 
However, the symbol rate of each of the subcarriers is 
kept low than that of the single carrier. For a single 
channel transmission using 64 QAM modulation 

techniques, the symbol rate is obtained as 3.333 Mbps by 
using the following formula-  
 
                                                                  (3)  [12] 

 
Here, R = Bit rate = 20 Mbps 

             = Symbol rate = 3.333 Mbps 
          M = 64 (for 64 QAM)  
Now, for the multicarrier system using 5 channels, the 
OFDM symbol rate (   ) is calculated by dividing the 
total symbol rate by the number of channels which is 
found to be 0.667 Mbps. Hence, the OFDM subcarrier bit 

rate ( R) is calculated by using the same formula 
depicted by equation (3) which is obtained as 4 Mbps. 
This in turn gives a total data rate of 20 Mbps for the 
OFDM system and eventually demonstrates that though 
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the data rate is same for both the single and multicarrier 

system, the symbol rate is much lower for OFDM.  
 

After addressing the theoretical definitions the single and 
multi hop scenario is illustrated in table IX and X 
respectively. 

Table IX. Single hop scenario 
 
 
 
 

 

 
 
 
 
 

Table IX presents a set-up where the sender is A and the 

receivers are C,D,E,H,I and J. Since there is no 

intermediate node in between the sender and receiver, no 

rebroadcast will occur here. The number of redundancy 

will also be zero since the use of CDMA will enforce the 

redundant nodes to be automatically pruned. Thereafter, 

from figure 10, the round trip times for all the receivers 

are considered. For example, for the receiver C round trip 

time is 3.59011E-08s. The total transmitting time for 

single channel transmission can be acquired by 

multiplying the round trip time with 100 since the number 

of packet is 100 in this case. Accordingly, since for 

OFDM, the number of packet is 20 for each of the 5 

subcarriers, the transmission time for five channels can be 

obtained by multiplying the round trip time with 20. As 

each of the subcarriers transmit in a parallel manner at the 

same time, this technique consumes much less time 

compared to the time required for the single channel 

transmission. The same procedure is followed to calculate 

the transmitting time for the other receivers as well and 

finally, taking the average, the single and five channels 

average trasmission times are obtained that are 2.5394E-

06s and 5.0788E-07s respectively which demonstrates the 

much better efficiency of OFDM technique. 

 
Table X. Multihop scenario 

 
 

 
 

 
 
 
 
 

In table X, a multihop scenario for sender A and receiver 

B is portrayed. At the first step, the neighbors of both 

the nodes are determined. From figure 4, it is found that 

the neighbors of sender A are C, D, E, H, I, J and the 

only neighbor of receiver B is F. Then the optimum 

transmitting path A-D-F-B is obtained by using the same 

algorithm that was used in merged distance and location 

based scheme. This means the number of rebroadcast is 

2 since there are two nodes in between the sender and 

recipient. However, CDMA ensures that there is no 

redundancy as the sent packet is encapsulated by the 

unique spreading codes that are intended only for the 

nodes present at the transmission path. This path also 

provides the optimum round trip time which is 

1.43734E-07s. Hence, the total transmission time is 

obtained for single (1.43734E-05s) and five channels 

(2.8747E-06s) for the multi hop scenario by following 

the same procedure of single hop. These values clearly 

depict that it requires much less time for the multicarrier 

transmission system in case of multi hop state too. 

 

V. PERFORMANCE ANALYSIS 
 

This section evaluates the performance of the proposed 
scheme. Fig. 4 shows the position of the node described 
in table I. For all the schemes the same nodes are used. 
Two scenarios are considered here where in single hop, 

recipient node is found in the sender’s neighbor list and 
for the multihop case, recipient is absent in the sender’s 
neighbor list. So untill recipient is found, the packet need 
to broadcasted. 

Fig. 4. Node positions 
 

A. Merging of Counter and Distance Based Schemes 
For the performance analysis of this scheme, firstly, the 

algorithm is investigated with 10 different nodes. The 

main target of the Analysis is to find out the transmission 

path of each of the nodes from the others. For example, if 

node A is set as the sender, then the analysis procedure 

determines each of its transmission paths to the other 9 

nodes. This way, the paths for all the 10 nodes are found 

out. In this process, the route using single hop might be 

found or multi hops might be encountered. In case of 

multi hops the nodes need to rebroadcast the information 

packet. For this analysis using 10 nodes, the total number 

of rebroadcast is found to be 77 and the number of 

redundancy to be 320. Then the same i s  determined 

for 3, 5 and 7 nodes using MS Excel functions (on the 

basis of the algorithm) and eventually the following table 

is obtained. [13] 

Table. XI 

 
 

 

 

 

 

 

 

 

 

 

Fig. 5. Rebroadcast characteristics of merged Counter and 

Distance based schemes 
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Fig. 6. Redundant characteristics of merged Counter and 

Distance based schemes 

 

Fig. 5 and 6 shows the number of rebroadcast and 
redundancy in terms of number of nodes. From fig. 5 it 
is evident that the number of rebroadcast increases for 
increasing the number of nodes. Higher number of 

rebroadcast suggests that we get a better reach-ability by 
merging the counter and distance based schemes. 
However, fig. 6 depicts that though a better reach-ability 
is achieved by using this technique, the redundant packet 
transmission cannot be removed completely. In this case, 
the use of the counter helps to keep track of the 

redundant packets. 
 
B. Merging of Distance and Location Based Schemes 
 
The same procedure is followed for the performance 

evaluation of this scheme as well. The scenario is 

analyzed for 3, 5, 7 and 10 nodes in this case too. But 

from table III it can be observed that the number of 

rebroadcast is quite less here in comparison to the 

earlier scheme. Also, no redundancy is encountered in 

this case which is the most significant improvement. 

This is because, here, the broadcast procedure is 

initiated only after the transmission path is obtained by 

using the neighbor list of the sender. 

 

Table. XII 

 
 

 
 
 

 
 
 
 
 
 

 
 
 
 

Fig. 7. Rebroadcast characteristics of merged Distance 
and Location based schemes 

 
 
 

 

 
 
 
 
 

 
 
 
 
 
 

Fig. 8. Redundant characteristics of merged Distance and 
Location based schemes 

Fig. 7 shows a significant reduction in the number of 

rebroadcast in comparison to the number illustrated in fig. 

5. In case of merged distance and location based scheme, 

for the analysis of 5 nodes, the number of rebroadcast is 

found to be 3 whereas for the merged counter and 

distance based scheme, the rebroadcast count is 8. 

Similarly, for 10 nodes the number of  rebroadcast  is  57  

and  77  for  the  merged  distance  and location based 

scheme and merged counter and distance based scheme 

respectively. This means that the former scheme provides 

a better reach-ability with prompt transmission from 

sender to receiver while maintaining a minimum number 

of rebroadcast. 

From the comparison of fig. 6 and 8 also, it can be 

deduced that the merged distance and location based 

scheme is a much better technique for packet 

broadcasting as it offers zero redundancy for any 

number of nodes. From fig. 6, it is seen that as the 

number of nodes is increased, the number of redundancy 

also increases and for the case of 10 nodes, the number 

of redundant packets go as high as 320 whereas for fig. 

8, the corresponding value is zero which means no 

redundant packet transmission. But both of these 

schemes are incapable to solve contention and collision 

problem. Also in terms of authentication of the data, it 

cannot give the solution.  

 

C. Merging of CDMA and OFDM Technique 

This technique is mainly used to provide a solution for 

the collision and contention since OFDM provides a 

means for the data packets to be sent on orthogonal sub-

carriers which are independent of one another. The 

CDMA technique ensures the authenticity by means of 

the unique pseudo code. This merged technique also 

provides the lowest number of rebroadcast with zero 

redundancy. For the performance analysis of this 

technique, the same sets of nodes are used as in earlier 

cases. 

Table. XIII 
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Fig. 9. Rebroadcast characteristics of merged CDMA and 
OFDM 

From fig. 7 and 9, it is apparent that in terms of  total 

number of rebroadcast, the performance of the merged 

CDMA-OFDM technique is almost similar to that of the 

merged distance and location based scheme for the same 

set of nodes. This is due to the fact that the same 

algorithm is used for both the cases to find the optimum 

transmission path. However, the number of retransmission 

is slightly less in case of CDMA-OFDM. The analysis of 

fig. 10 shows that the redundancy is zero for all set of 

nodes. Therefore, in terms of number rebroadcast and 

redundancy this is clearly the best scheme.  

 
 
 

 
 
 
 
 

 
 
 
 

Fig. 10. Redundant characteristics of merged CDMA and 
OFDM 

 
The average transmitting time for single carrier and 

multiple orthogonal subcarrier transmission methods are 

compared in case of both single hop and multi hop 

transmissions in the fig. 11 and 12. Table XIV and XV 

show the average total transmitting time for single hop 

and multi hop respectively. From table XIV, it is seen that 

for node A, average total transmitting time for single 

channel is 2.5394E-06s where as for five channels total 

average transmitting time is 5.0788E-07s which is quite 

less. Similarly, for the rest of the nodes (B, C, D, E, F, G, 

H, I, J) in single hop scenario, the average total 

transmitting time for single channel is quite higher than 

that of multi channel (five channel) system. 

 

Table.XIV 
 
 
 
 
 

 
 
 
 

 

In case of multi hop scenario depicted in table XV, the 

average total transmitting time for five channels is found 

to be less compared to the single channel which is the 

same as single hop. As for example, for node A, the 

average time is 1.13919E-05s for single channel whereas 

it is 2.27839E-06s for five orthogonal sub channels. 

Likewise, for node D single channel average total 

transmitting time is 3.65975E-06s while for five channels 

the time is 7.3195E-07s. This easily demonstrates that by 

using parallel orthogonal sub channels the same amount 

of data can be transmitted at a much faster rate. Since the 

data rate for each of the parallel sub carriers are kept 

equal to that of the single carrier, they transmit more 

number of packets at the same time. This in turn gives the 

overall faster data rate.  
Table.XV 

 
 
 

 
 
 
 
 
 

 
 
 
 
 
Figure 11 and 12 illustrate these comparison graph for 

single hop and multihop scenarios respectively for both 
single and five channels. 
 
 
 
 

 
 
 
 
 
 

 
 
 

 
Fig.11. Comparison of Average Total Transmitting Time 

for Single Hop 

 
 
 
 
 
 

 
 

 
 
 
 

 
Fig. 12. Comparison of Average Total Transmitting Time 

for Multi Hop 
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                                                 VI. CONCLUSION 

This paper mainly focuses on the improvement of 

performance of the broadcast techniques to provide 

immunity to redundancy and an optimum level of reach-

ability. The first scheme that merged the conventional 

counter and distance based methods, offers a high reach-

ability and saves the number of rebroadcast compared to 

the individual counter or distance based methods. 

However, it is not much efficient in removing the 

redundancy. The analysis shows that the merged distance 

and location based scheme appears as an excellent 

solution in this regard. This scheme provides a zero 

redundancy during the broadcast procedure. It decreases 

the number of rebroadcast in comparison to the first 

scheme yet offers an optimal reach-ability since it ensures 

that a complete inter-transmission among the nodes is 

held and the transmitted packet reaches its destination 

promptly. The merged CDMA-OFDM technique brings 

further development into the packet broadcast process. It 

not only ensures the lowest rebroadcast and redundancy, 

but also provides security through a unique authentication 

process. This also addresses the contention and collision 

problems which are the burning issues for the ad-hoc 

wireless networks. The use of OFDM ensures a much 

lesser average transmitting time which is a great 

advantage over the conventional single carrier method.   

 

REFERENCES 
[1] Tiger Direct Online University Guide on Wireless Networking. 
Available on URL: 

http://www.tigerdirect.com/sectors/university/questions.asp 

[2] Humayun Bakht, “Wireless Infrastructure – Some Applications of 
Mobile Ad-hoc Networks”, Computing Unplugged Magazine. 

Available on URL: 

http://www.computingunplugged.com/issues/issue200409/00001371001
.html 

[3] Julien Cartigny, David Simplot, Jean Carle, “Stochastic Flooding 

Broadcast Protocols in Mobile Wireless Networks”, Citeseer . 
Available on URL: 

http://www.lifl.fr/~simplot/recherche/articles/CSC_stochastic_fbpmw.p

df 
[4] Yu-Chee Tseng, Sze-Yao Ni, Yuh-Shyan Chen & Jang-Ping 

Sheu,“The Broadcast Storm Problem in a Mobile Ad-hoc Network”, 

Wireless Networks 8, 153-167, 2002, Kluwer Academic Publishers, 
Netherlands. 

[5] Tasneem Bano, Jyoti Singhai, “Probabilistic Broadcasting Protocol 
In AD HOC Network And Its Advancement: A Review” International 

Journal of Computer Science & Engineering Survey (IJCSES) Vol.1, 

No.2, November 2010. 
[6] Orthogonal frequency-division multiplexing. (2012, August 11). 

In Wikipedia, The Free Encyclopedia. Retrieved on, August 7, 2012, 

Available on URL: 

http://en.wikipedia.org/wiki/Orthogonal_frequency-

division_multiplexing 

[7] Zhenming Chen, Chunming Qiao, Jinhui  u & Taekkyeun Lee, “A 
Constant Approximation Algorithm for Interference Aware Broadcast in 

Wireless Networks”, INFOCOM  007, 26th IEEE International 

Conference on Computer Communications, 6-12 May 2007, Anchorage, 
AK. 

[8] Andreas F. Molisch (2011). Wireless Communications, Second 

Edition, John Wiley & Sons Ltd. ISBN: 978-0-470-74187-0  

Available on URL: 
http://eng.ui.ac.ir/~sabahi/Advanced%20digital%20communication/Mol

icsh-%20Ch%2019-%20OFDM.pdf 
 [9]Parma Nand, S.C Sharma, “Analytical Study of Broadcast in Mobile 
Ad-hoc Network” International Journal of Computer Applications 

Vol.19, No.8, April 2011, pp.7-12. 

[10] E.D. Kaplan (ed.), Understanding GPS: Principles and 
Applications, Artech House Publishers, Boston, MA 

 [11] Margaret Rouse, Round Trip Time (RTT), Search Networking, 

April 2007, Available on URL: 

http://searchnetworking.techtarget.com/definition/round-trip-time   

[12] Symbol rate. (2012, August 6). In Wikipedia, The Free 

Encyclopedia. Retrieved on August 12, 2012, Available on URL:  
http://en.wikipedia.org/wiki/Symbol_rate 
[13] Md. Amir Hasnat, Shuvashis Dey, Anirban Saha, “A novel 

technique of integrating the conventional algorithms for broadcasting 

protocols to reduce the redundancy in wireless ad-hoc networks”, 14th 

International Conference on Computer and Information Technology 
(ICCIT 2011), December 2011, Dhaka, Bangladesh 

 

 Md. Amir Hasnat was born in Dhaka, 
Bangladesh on September 24, 1984. He received 

Masters of Science in Telecommunication 

Engineering Degree on December 2011 under the 
Department of Computer Science and Electrical 

& Electronic Engineering of American 

International University – Bangladesh. He also 
received Bachelor of Science in Computer 

Science & Engineering on December 2007 under 

the Department of Computer Science and Engineering of Ahsanullah 
University of Science and Technology.  
 

He has been working as Software QA Engineer at ServicEngine Ltd. 

(Self Service Team, Usable net Project, United States of America) since 
May-2011. Mobile Enable Software for iPhone, Black Berry, Android 

and Windows Mobile 7. His research interests are Wireless Mobile 
Communication, CDMA-OFDM integration and Ad-hoc networks. 
 

   Mr. Hasnat is an Associate Member of Bangladesh Computer Society. 

 

Shuvashis Dey was born in Chittagong, 
Bangladesh on January 1, 1986. Shuvashis 

received Bachelor of Technology (B.Tech) 

degree in electronics and communication 
engineering from National Institute of 

Technology-Dugapur, West Bengal, India in 

2007 and he received M.Sc Degree in wireless 
networks (physical pathway) from Queen Mary, 

University of London, England, United 

Kingdom in 2009.  
 

He has worked as an Industrial Trainee during his summer internship in 

2007 at Central Mechanical Engineering and Research Institute-
Dugapur, India where he has participated in various projects on 

programmable logic controller and embedded systems. In 2010 he 

joined the Department of Electrical and Electronic Engineering at 
American International University-Bangladesh, Dhaka, Bangladesh as a 

lecturer. He is the author and co-author of several peer-reviewed papers 

and contributions at international conferences. His research interests 
include antenna for mobile communications, Wearable antennas for 

portable devices, Body-worn antennas for healthcare applications, Small 

and efficient antennas, UWB and SWB conformal antennas, CDMA-
OFDM integration and Ad-hoc networks. 
 

   Mr. Dey was an active member of center for cognitive activities in 

NIT-Durgapur, India and Indian Society for Technical Education 

(ISTE). 

 

Anirban Saha was born in Brahmanbaria, 

Bangladesh on September 19, 1985. He 
received B.Tech degree in Electrical 

Engineering from National Institute of 

Technology, Durgapur, India in 2008 under 

Indian Gov’t Scholarship Scheme. He is 

presently doing his Master’s in Electrical 

Engineering in the department of Electrical 

and Computer Engineering of The University 

of Texas at San Antonio, Texas, USA. 
 

He worked as a Lecturer in the department of Electrical and Electronics 

Engineering of International University of Business, Agriculture and 

Technology, Dhaka, Bangladesh since august 2008. He has done his 
summer interns in Pacific Telecom Limited, Dhaka, Bangladesh and 

Central Mechanical Engineering Research Institute, Durgapur, India. He 

is the author and co-author of several peer-reviewed papers and 
contributions at international conferences. His research interests are 

Wireless Mobile Communication and Network Systems. 
 

  Mr. Saha was an active member of Indian Society for Technical 

Education (ISTE).                                          .                                                                                        
 


